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Dawson (development), Barry

From: Jim.Cope@met.pnn.police.uk

Sent: 17 October 2017 11:16

To: Planning

Subject: Planning Application - 2017/3847/17

FAO - Gavin Sexton 
  
I have reviewed this planning application and have found that the previous DOCO Adam Lindsay has already had 
consultation with the applicants regarding this project. From their design access statement they have fully engaged 
with DOCO's and have incorporated Secure by Design. The adjusted plans do not need any extra comments by 
myself as Adam Lindsay has addressed all major concerns, but I would highly recommend that the architects and 
clients continue to engage with myself throughout this project due to the area in which the development is situated. 
The size and scale of the development would benefit  Secure by Design principles and I believe if applied for could 
certainly be achieved.  
  
Regards 
  
Jim  
  

Jim Cope | Police Officer | Metropolitan Police Service 
Continuous Policing Improvement Command  

 
MetPhone: 743703 | Telephone: 0208 733 3703 
E-mail: james.cope@met.pnn.police.uk 

Office Email:DOCOMailbox.NW@met.police.uk 
Address: North West DOCO Office, Ruislip Police Station, The Oaks, Ruislip, HA4 7LE 

Crime Prevention advice can be found on the Metropolitan Police Service Website - 
http://content.met.police.uk/Site/crimeprevention 

If you have access to the MPS Aware Intranet there are additional Crime Prevention features on this page -  

http://intranet.aware.mps/corporate/crime_prevention/tactics.htm 

MetSec Code: NOT PROTECTIVELY MARKED 
  

Consider our environment - please do not print this email unless absolutely necessary. 

NOTICE - This email and any attachments may be confidential, subject to copyright and/or legal privilege and are 
intended solely for the use of the intended recipient. If you have received this email in error, please notify the sender 
and delete it from your system.  To avoid incurring legal liabilities, you must not distribute or copy the information in 
this email without the permission of the sender. MPS communication systems are monitored to the extent permitted 
by law.  Consequently, any email and/or attachments may be read by monitoring staff. Only specified personnel are 
authorised to conclude any binding agreement on behalf of the MPS by email. The MPS accepts no responsibility for 
unauthorised agreements reached with other employees or agents.  The security of this email and any attachments 
cannot be guaranteed. Email messages are routinely scanned but malicious software infection and corruption of 
content can still occur during transmission over the Internet. Any views or opinions expressed in this communication 
are solely those of the author and do not necessarily represent those of the Metropolitan Police Service (MPS).  

  

Find us at: 

Facebook: Facebook.com/metpoliceuk  

Twitter: @metpoliceuk 


